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CYBERSECURITY STRATEGY & VISION
Develop and implement continuity with safety

Governance Risk and Compliant
services involve assisting customers 
to be ISO certified and compliant
with GDPR regulation: 

ISO27001 / ISO27701
ISO22301
vCISO & DPOaa Service

We also implement Risk Assessment 
& Risk Treatment projects using 
relational database GRC applications 
instead of 2 dimensional excels.

Testing customer infrastructures for 
cybersecurity readiness checks, like:

Vulnerability assessments
Patch Management & Reporting
Penetration Tests
Web Application Pentesting
Post Incident Forensics and Incident 
Recovery tasks

Performance monitoring combined 
with Security monitoring and 
response offers complete protection 
to the customer, combining solutions 
like:

Managed EDR and XDR 
NOCaaService
Threat Intelligence services
Dark web Threat Hunting
Sandbox Deception services
Automated response for most 
vendors (SOAR)

GRC COMPLIANCE ROADMAP TESTING TECH COMPLIANCE

Aris Hatjipapas, MSc, BSc

Cyber & ICT Security Consultant, 
CISA/CISM

BU Cyber-Security

E-mail: hatjipapasa@cbs.gr

Aristidis Dinakous, MSc, BSc 

SOC Technical Leader CBS LAN

E-mail: dinakousa@cbslan.com

George Gerontakis, MSc, BSc 

Senior Penetration Tester

BU Cyber-Security

E-mail: gerontakisg@cbs.gr

Christos Mitrou, BSc 

L2 & Analyst Leader CBS LAN

E-mail: mitrouch@cbslan.com

YEARS

PRODUCT & SERVICE 
SOLUTIONS FOR 
CYBERSECURITY

+30 210 6492800
cosmos@cbs.gr
www.cbs.gr

44, P. Bakogianni Str.
Metamorfosi GR - 14452
Athens, Greece

+30 211 4441000
info@cbslan.com
www.cbslan.com

12-16 Kesarias Str.
Thessaloniki GR - 54454 
Greece

CBS offers a comprehensive 
Service Catalogue related to 
CyberSecurity for critical 
infrastructures.
We cover all attack vectors
like GRC Consulting, 
VA/Pentesting, Post-Incident    
recovery and SOC services
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CORPORATE & PRIVATE DATA PROTECTION
TECHNICAL CONTROL FROM LOW TO MAXIMUM SAFETY

TOOLS (Hardware-Sostware-Cloud) TEAMS STRATEGY

BASIC
SECURITY
Anti-Virus

Password/AD
Patch 

Management
Backups

File Passwords

PERIMETER
SECURITY

Firewall DLPs
SPAM Filters

PHYSICAL 
SECURITY

Anti-Thest
Lock and Key

NETWORK
SECURITY

Εmail 
classification

& DLPs
Cloud DLP
Policies & 
enforcing

Data access 
control

ENDPOINT 
SECURITY

Enterprise DB
Firewalls
Database
Encryption

Disk Encryption

DATA
SECURITY

Data 
Classification & 
Loss Protection 
(DLP) sostware

Intellectual 
Property 

Protection 
Solutions

CLOUD 
SECURITY 
SHIELD

2FA/MFA
Email filtering
WAF/Anti DOS
DNS Security

zero Trust

SECURITY 
OPERATION 

CENTER 
(SOC/SIEM)

INCIDENT
RESPONSE

TASK FORCE

SECURITY 
AWARENESS 

TRAINING 

24/7 Incident 
Detection-
-Response

Threat 
monitoring

Event correlation
Human Threat 
Intelligence

Intrusioin 
Containment
Remediation

Security Policy 
Updates

Disaster Recovery

Turning 
weakest link 
(employees) 

into first line of 
defence

DPO/CISO

Data/Network 
Security 
Strategy

Long-Term 
Strategy/ 
Budgeting

Cyber Security 
Policy Writing

ISO27001
ISO27701
ISO22301

GDPR
NIST 2

 


